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1
Decision/action requested

This contribution proposes to address ENs and update evaluation in solution 3 in TR 33.737.
2
References

 [1] 
TR33.737 v0.2.0
3
Rationale

There is two editor’s notes in the solution 3:

“Editor’s Note: The details of the UPF being a regulatory control point for LI are FFS.”

“Editor’s Note: How LI requirements are to be fulfilled is FFS.”

The UPF in the VPLMN can obtain related decryption keys from the AF in the HPLMN base on the laws and regulations of the HPLMN when the data between the UE and application had been encrypted. So, the requirement of the KI#1(case 1 and case 3) can be met. It is proposed to add the evaluation part for the solution.

4
Detailed proposal
********************Start of 1st Change******************

6.3
Solution #3: Roaming AKMA architecture of the AF in the HPLMN 
6.3.1
Introduction

This solution addresses KI#1( case 1). This solution is proposed for the cases of function that enables LI deployment when AF located in the HPLMN.

6.3.2
Solution details

Figure 6.3.1-1 shows the SBA architecture that UE is roaming in a VPLMN and accesses the application deployed in the HPLMN. 
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Figure 6.3.2-1: The SBA architecture that UE is roaming in a VPLMN and accesses the application deployed in the HPLMN
Figure 6.3.1-2 shows the architecture that UE is roaming in a VPLMN and accesses the application deployed in the HPLMN. The UE accesses the home network deployment application. Like the third party deployment service,  if the data between the UE and application had not been encrypted, the VPLMN can detect the unencrypted data flow through UPF in the VPLMN. If the data between the UE and application had been encrypted by using an encrpted Ua* protocal, the UPF in the VPLMN has to obtain related decryption keys from the AF in the HPLMN base on the agreements between  the HPLMN and the VPLMN. In this case, the function that enables LI could be UPF in the VPLMN.
Editor’s Note: how to obtain Kaf (or LI context) from HPLMN and store it in the VPLMN is FFS.
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Figure 6.3.2-2: The architecture that UE is roaming in a VPLMN and accesses the application deployed in the HPLMN (*function that enables LI)


6.3.3
Solution Evaluation

This solution addresses key issue#1 (case 1) and fulfils the requirements in case that the AF is located in the HPLMN.

The solution proposes to obtain related decryption keys from the AF in the HPLMN base on the agreements between  the HPLMN and the VPLMN when the data between the UE and application had been encrypted. 
Editor’s Note: Futher evaluation is FFS.
********************End of 1st Change******************
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